**MONITOROVANIE**

**KAMEROVYÝM SYSTÉMOM**

**Účel spracúvania osobných údajov, na ktorý sú osobné údaje určené:**

1. ochrana nehnuteľnosti a iného majetku Prevádzkovateľa
2. ochrana života alebo zdravia
3. kontrola vstupu do objektu
4. dosiahnutie bezpečnosti v priestoroch organizácie
5. oboznamovanie sa s vytvoreným záznamom z dôvodu prešetrovania a poskytnutia záznamu príslušným subjektom
6. poskytnutie súčinnosti orgánom postupujúcim podľa osobitného zákona.

**Kategória dotknutých osôb:** osoby nachádzajúce sa v priestoroch monitorovaných kamerovým systémom.

**Kategória osobných údajov:** bežné osobné údaje.

**Zoznam alebo rozsah osobných údajov:** podobizeň a obrazová informácia o správaní (snímka schopná identifikovať fyzickú osobu, najmä tvár, snímka , ktorá nie je rozmazaná).

**Zákonnosť spracúvania osobných údajov:**

V rámci účelov uvedených v bodoch a) – e): podľa § 13 ods. 1 písm. f) ZOOÚ, resp. čl. 6 písm. f) Nariadenia GDPR: „spracúvanie osobných údajov je nevyhnutné na účel oprávnených záujmov Prevádzkovateľa alebo tretej strany okrem prípadov, keď nad týmito záujmami prevažujú záujmy alebo práva dotknutej osoby vyžadujúce si ochranu osobných údajov, najmä ak je dotknutou osobou dieťa; tento právny základ sa nevzťahuje na spracúvanie osobných údajov orgánmi verejnej moci pri plnení ich úloh.“

V rámci účelu uvedeného v bode f): spracúvanie na základe článku 6 ods. 1 písm.c) Nariadenia Európskeho Parlamentu aRady (EÚ) 2016/679 o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takýchto údajov, ktorým sa zrušuje smernica 95/46/ES (všeobecné nariadenie o ochrane údajov).

**Zákonná povinnosť spracúvania osobných údajov:**

V rámci účelu uvedeného v bode f): pri poskytnutí súčinnosti v zmysle zákona č. 301/2005 Z. z. Trestný poriadok.

**Identifikácia príjemcu alebo kategórie príjemcu:**

tieto údaje sa neposkytujú žiadnym ďalším príjemcom a teda slúžia len samotnému Prevádzkovateľovi na naplnenie účelu popísanom v tejto informačnej povinnosti.

**- do tretích krajín:** osobné údaje sa do tretích krajín neposkytujú.

**- do medzinárodných organizácií:** osobné údaje sa do medzinárodných organizácií neposkytujú.

**Iný oprávnený subjekt** na základe článku 6 ods. 1 písm. c) Nariadenia Európskeho Parlamentu a Rady (EÚ) 2016/679 o ochrane fyzických osôb pri spracúvaní osobných údajov a o voľnom pohybe takýchto údajov, ktorým sa zrušuje smernica 95/46/ES (všeobecné nariadenie o ochrane údajov).

Ministerstvo vnútra Slovenskej republiky (príslušný archív) - Zákon č. 395/2002 Z. z. o archívoch a registratúrach a o doplnení niektorých zákonov v znení neskorších predpisov.

Všeobecne záväzný právny predpis v zmysle § 13 ods. 1 písm. c) zákona č. 18/2018 Z. z. o ochrane osobných údajov a o zmene a doplnení niektorých zákonov.

**Zverejňovanie osobných údajov:** osobné údaje sa nezverejňujú.

**Oprávnený záujem Prevádzkovateľa:** ochrana majetku, života a zdravia osôb pohybujúcich sa v priestoroch Prevádzkovateľa.

**Doba uchovávania / kritérium jej určenia:** kamerové záznamy sa uchovávajú len po dobu nevyhnutnú na dosiahnutie účelu, a to v súlade so zásadou minimalizácie uchovávania osobných údajov. V prípade, že kamerové záznamy nie je potrebné ďalej uschovávať tak sú bezodkladne odstránené, najneskôr do 72 hodín odo dňa vyhotovenia záznamu. Záznamy sú uschované len v prípade potreby pre vyvodzovanie trestnoprávnej zodpovednosti.

**Prevádzkovateľ sa zaručuje,** že osobné údaje poskytnuté dotknutou osobou bude spracúvať v zmysle zásady minimalizácie uchovávania a v prípade, žeby odpadol účel spracúvania, prevádzkovateľ sa zaručuje osobné údaje vymazať.

V prípade, že budú uvedené osobné údaje spracúvané na iný účel ako je stanovený vyššie v tejto informačnej povinnosti, bude dotknutá osoba o tomto účele ako aj o právnom základe takého spracúvania ešte pred takým spracúvaním informovaná.

**Technické a organizačné bezpečnostné opatrenia:** organizačné a technické opatrenia na ochranu osobných údajov sú spracované v interných predpisoch prevádzkovateľa. Bezpečnostné opatrenia sú vykonávané v oblastiach fyzickej a objektovej bezpečnosti, informačnej bezpečnosti, šifrovej ochrany informácií, personálnej, administratívnej bezpečnosti a ochrany citlivých informácií, s presne definovanými právomocami a povinnosťami uvedenými v bezpečnostnej politike.

**Automatizované individuálne rozhodovanie vrátane profilovania:** automatizované individuálne rozhodovanie vrátane profilovania sa nevykonáva.